




The Board of Trustees Contract Approval Policy Section 3.3 requires that any contract over $5,000,000 must 
be approved by the Board of Trustees. The Policy specifically states that, “All contracts obligating Mines to 
expend a sum of money $5,000,000 or more, or to convey an interest in real property, must be approved by 
the Board. Once approved, the President or his/her designee may execute such agreement.” 

Pursuant to this policy, it is recommended that the Board of Trustees approves the contract with High Point 
Networks for a period from November 2023 to October 2028 for an estimated contract total amount of 
$6,558,420. 

Trustee Starzer motioned to approve the Network Modernization Contract request for spending authority. 
Trustee Steinberg seconded the motion, which carried unanimously. 

BE IT RESOLVED, that the Board of Trustees of the Colorado School of Mines approves the 
contract with High Point Networks for a period from November 2023 to October 2028 at an 
estimated total contract value of $6,558,420. 

4. Sabbatical reports 

Provost Holz presented the 2022-2023 Sabbatical Reports for the Board’s approval. The 19 sabbaticals were 
productive for Mines, resulting in new collaborations and raising awareness about Mines profile as a global 
leader in mining research and the environment. Provost Holz informed the Board regarding the financial 
funding breakdown for year-long sabbaticals. 

Trustee Lawler motioned to approve the 2022-2023 Sabbatical Reports. Trustee Steinberg seconded the 
motion, which carried unanimously. 

BE IT RESOLVED, that the Board of Trustees of the Colorado School of Mines approves the 
sabbatical reports for Academic Year 2022-2023. 

9:45 a.m. Recess called by Chairman Salazar. Trustee Sanders exited the meeting. 
 
9:50 a.m. Chairman Salazar called the meeting back to order. 
 

d. Presentation and Discussion 
1. Cybersecurity Update 

 
Mr. Moore presented the cybersecurity update to the Board, noting recent high profile cybersecurity 
incidents around the country. Universities and K-12 schools are top targets for cyberattacks. Mr. Moore 
reviewed the impact of cyber incidents and the proactive approach the university is taking to prevent 
cybersecurity incidents.  
 

2. Research and Technology Transfer report 
 
D3.4 -7 (p)-7 (s)-9.8. 






